
Mission : Masterisation des postes via Windows Autopilot 

Pole support de proximité 

Contexte : Windows Autopilot est un ensemble de technologies utilisées pour configurer et 

préconfigurer de nouveaux appareils de manière à les préparer à une utilisation productive. 

L’entreprise Sodexo utilise ces technologies afin de préparer les ordinateurs avant de les déployer 

Outils : Console Intune → Microsoft Intunes est une solution de gestion des terminaux basée sur le 

cloud. Il gère l'accès des utilisateurs et simplifie la gestion des applications sur de nombreux 

appareils, y compris les terminaux mobiles, les ordinateurs de bureau et les ordinateurs portables 

OS Windows 11 

Étapes du déploiement de Windows Autopilot 

1) Connecter le poste au réseau de l’entreprise et appuyer 5 fois sur la touche 

 

2) Sélectionner pré-approvisionner avec Windows Autopilot 

 

3) Windows va chercher les stratégies de sécurité de l’organisation puis les appliquer 



 

4) Fin de la masterisation : Après avoir cliqué « Resceller », le poste sera prêt pour être attribué à un 

utilisateur 

 

Résultat attendu : → Logiciels utilisés par l’entreprise installés → Le PC est enregistré dans 

l'Active Directory → Il est automatiquement associé à l’organisation Sodexo 

Mission : Mise en place de site avec la console Meraki 

POLE RÉSEAU 

Contexte : Sodexo met en place des réseaux (« sites ») pour ses collaborateurs (Restaurants, 

monuments et tout type d'entreprises) 

Outils : Console Cisco Meraki (Console qui permet aux utilisateurs de gérer, configurer et déployer 

des appareils, des protocoles, des programmes, etc. sur un réseau) , Switch Cisco, Commutateur 

Cisco Z4C, Script de creation de site sur Meraki developpé par Sodexo (Automatos) 

Etape 1 : L equipe de deploiement fait une demande de creation de site en indiquant le materiel 

demandé (Encadré en rouge) et les paramétrages réseau (Encadré en bleu) 



 

Etape 1.5 : Brancher le firewall et les switches Inserer la carte SIM - Les firewall peuvent se 

connecter au réseau 4G en cas de panne internet 

 

Etape 2 : Creation du réseau avec le script Automatos Remplir le formulaire avec les informations 

du réseau : Numéros de série des Switchs, firewall et paramètres réseau 



 

Etape 3 : Il faut vérifier sur la console Meraki que le switch soit connecté au bon VLAN 

 

Etape 4 : Débrancher, Étiquetter et emballer le matériel Format d'étiquetage → Nom du materiel et 

numéro de série FW : Firewall (Pare-feu) SW : Switch 

 

Derniere Etape : Remplir le formulaire d'expédition Chronopost avec les coordonnées du client pour 

envoyer le matériel au site 

Résultat attendu : →Matériel configuré et prêt a l'emploi →Matériel envoyé sur site et enregistré 

sur la console Meraki 



Mission : Preparation d’un switch avec la console Cisco Meraki 

Contexte : Preparation d’un switch permettant de connecter multiples pc pour migration vers 

windows 11 Outils : Switch Cisco et Console Meraki 

Etape 1 Noter les numéros de série pour la recherche dans l'inventaire (console Meraki) 

Etape 2 Dans la section Add Device, rechercher le numéro de série 

 

Selectionner le Switch pour l'ajouter au réseau 

 

 

Etape 3 Selectionner les ports du switch pour les configurer, dans ce cas tout les ports seront 

configurés pour connecter des PCs^ (dans le même VLAN^) Selectionner le type “Access” Indiquez 

la VLAN pour les PCs 

 

Etape 4 Brancher les switchs dans la salle de test pour verifier leur fonctionnement 



  

Resultat attendu : →Switch configuré pour connecter plusieurs PC à un réseau d'entreprise 

(prérequis pour la pour migration vers windows 11) 

Mission : Ticket de Reservation d’adresse IP pour une imprimante 

Contexte : Le client a besoin d'une adresse IP pour une imprimante, un ticket a été ouvert 

Outils : IPAM (Gestionnaire d'adresse IP) SoUnified (Système de ticket) 

Etape 1 : Dans IPAM sur l'onglet DHCP→Scopes Rechercher le site avec le code budgétaire fournit 

dans le ticket 

  

 

Etape 2 : Ajouter une IP statique en veillant a ce que l'IP ne soit pas deja reservé et inclut dans la 

plage^ (Dans la capture d'écran, la plage est entre 10.133.26.152 et 10.133.26.159) et ajouter une 

adresse MAC temporaire 



 

Dernière etape 3 : Informer le client de l'adresse IP reservée et demander l'adresse MAC de 

l'imprimante pour la modifier sur IPAM 

 

 


